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Complex exam  
minor subject 

 Cryptographic protocols 

 
Syllabus  Protocols with three and more participants, byzantine 

agreement, simulation of broadcasting, impossible protocols. 
Entity authentication, key exchange. Protocols using 
symmetric and/or asymmetric encryption. Famous protocol 
vulnerabilities. Formal verification of protocols. The Büchi 
automaton, Dolev-Yao model, BAN logic, spi-calculus, model 
verification, automated proof theory. 
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Compulsory subjects for this 

minor subject 
 Cryptographic algorithms 

Design and analysis of cryptographic protocols 
 
 

Recommended subjects for this 
minor subject 

  

 

 


